




Staff AUP 2022 

 

¶ When using my personal social media I will not upload, or share, images or recordings of students relating 
to school activities, nor will I communicate with parents/carers on posts about school related matters. 

¶ I will seek permission from the schools e-safety co-ordinator first before setting up any school related 
social media, and then share school-related social media account details with IT technicians in order 
for them to check regulations. 

¶ I will not ‘friend’ any current, or recently ex-student on my personal social media. In this case, I am 
aware that this could compromise my professional role. 

¶ I will only use social networking sites in school for work purposes and in accordance with the school’s 
policies. I need to ensure that any private social networking sites that I create, edit or contribute to, 
and any online activity that I engage with inside and outside school, does not compromise my 
professional role in school in any way (e.g. posting of offensive content, contacting students).  

¶ I understand that social networks update their terms of service on a regular basis and therefore I need 
to update my security settings on a regular basis to ensure appropriate privacy settings. 

Recording of students: 

• I will not use any personal device or personal social media


